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Safend Data Protection Suite

Monitoring and controlling your endpoints to secure your data

Making sure that strategic information remains private, Safend Data Protection Suite (DPS) is built to monitor and control the
information flow on your company's endpoints. As a policy-based suite, DPS enforces rules as it protects, encrypts, inspects
and generates reports on use of ports and devices on a company's endpoint machines including USB flash drives and other
external storage devices.

A solid solution already protecting data at rest from leakage in leading organizations, Safend DPS has the capacity to support
over 250,000 endpoints.

Moving one step ahead of existing and new data hacking technologies, Safend DPS provides your company's information the
security it needs. DPS already answers major compliance requirements like Sarbanes Oxley, (SOX), HIPAA, PCI, FISMA, BASEL
Il, UK Data Protection Act (DPA) and other stringent standards.

Safend DPS, the Data Protection Suite
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SAFEND PROTECTOR, MORE THAN DEVICE CONTROL
Port and device control with removable media encryption

Preventing internal data leakage, Safend Protector has the flexibility and strength to control your port and device
endpoints and to shield your company against external hazards.

An intuitive product with strong rule-based file encryption capabilities, Protector averts financial loss related to
inappropriate use of smartphones, digital cameras or memory sticks.

Understanding today's open-door data flow trends, and with strong reporting and analysis capabilities, Protector
enables creation of highly granular and customizable security policies which automatically detect, permit and restrict
files and selected devices according to levelled-user permissions, type, model and serial number.

SAFEND REPORTER, THE KNOWLEDGE TO CONTROL
The power you need to prevent data leakage

Giving you the knowledge you need to prevent data from leaking, Safend Reporter provides full statistical and indepth
information about your company's endpoints.

Designed as a compliant solution, Reporter already answers to Sarbanes Oxley, (SOX), HIPAA, PCl, FISMA, BASEL I, UK
Data Protection Act (DPA) and other stringent requirements.

Reporter automatically pulls strategic and periodic information into reports and distributes them to defined
recipients. Pinpointing intentional and unintentional misuse, Reporter can generate both built-in reports and those
customized by the administrator. Easily understood, each report is set in a comprehensive interface and has a number
of drill-down options. Generally arriving as a .pdf file, Safend reports can also be exported into other recognized
formats.

SAFEND ENCRYPTOR, FULL DATA HARD DISK ENCRYPTION
They may take your computer, but not your information

Solving encryption complexities and needs, Safend Encryptor, a smooth-running and transparent data encryption tool,
fully protects your company's private information.

An at-a-click company-wide encryption and decryption solution which employs the strong and recognized AES-256
algorithm, Encryptor balances between productivity and performance without interfering with daily work activities.

A true single-sign-on product, providing a secure answer for data at rest, Encryptor also offers advanced decryption
and data recovery services via a machine-specific one-time only server key.



SAFEND INSPECTOR, INSPECTION FOR PROTECTION
Filtering your information before it flows

The gatekeeper of your organization's private data, Safend Inspector filters sensitive information before it leaks out.
Fully compliant with PCl, HIPAA and Basel-ll, and part of the Safend Protection Suite, the comprehensive network-
agnostic Inspector enables cross-channel protection based on levelled information.

Featuring end-user information filtering questions, and blocking outgoing data when necessary, Inspector offers strong
alerting and event management when detecting attempted data leakage.

Inspector checks both file content and metadata without preventing the natural flow of business. Controlling user
access and activities, Inspector also enables classifying information for improved accuracy and defining level-based
security policies.
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About Safend, a SuperCom Company

Safend are providers of security products designed to protect against corporate data loss via comprehensive data encryption,
port control, device control and content inspection solutions.

With over 3,000 customers worldwide and 3 million licenses sold, Safend software is deployed by multi-national enterprises,
government agencies, healthcare organizations and small to mid-sized companies across the globe.

Founded in 1988, SuperCom is a leading global provider of advanced tracking, identification and security solutions.

Working as partners and promoting transparency and ethical business practices with their investors and with over 3500
customers and 20 governments worldwide, SuperCom is a publicly traded company on the NASDAQ National Market (SPCB).
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